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Securitas Electronic Security, Inc.  Cover Letter 
Use or disclosure of data contained on this sheet is subject to the restriction on the title page of this proposal. 

Martin County Board of County Commissioners 
2401 S.E. Monterey Road 
Stuart, FL 34996 

Attn: Purchasing Division - Pur_Div@martin.fl.us 

Securitas Electronic Security, Inc., (SES) is pleased to submit our proposal to become the trusted security 
partner for Martin County Board of County Commissioners. We are uniquely positioned to provide you with 
the most innovative security solutions and industry leading security services to keep your people, locations 
and assets secure. 

As a leader in security integration and service, SES has the reach, influence and expertise to bring together 
the many elements that contribute to an effective security strategy. We possess the experience and 
resources to fully support this project. 

Our regional, national and global infrastructure includes thousands of highly skilled account managers and 
service technicians offering unparalleled security, service and support. SES has built one of the largest 
national installation and service organizations in the industry, with over 1,600 associates dedicated to 
Electronic Security and over 700 skilled installation and service professionals, service and part locations in all 
major metropolitan cities in the US and Canada. This extensive network of highly trained SES personnel 
enables us to provide the expert service and fast response time you expect. Our world class alarm monitoring 
services are the best in class, winning the coveted TMA Alarm Monitoring Center of the Year three times, the 
most in the industry. 

Your primary point of contact: 

Miguel Casanova 
Senior Account Manager 
646-302-4611
Miguel.Casanova@securitases.com

A partnership with SES can help you increase efficiency, simplify your operations, lower your total cost of 
ownership and achieve maximum ROI. We look forward to providing a full presentation to you in the future. 

Sincerely, 

Jeffrey Wasden 
Director Local Enterprise Sales 
205-601-4971
Jeffrey.Wasden@securitases.com
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Section 1 – Minimum Requirements 

A. Proposer must be a Dell Customer Service Provider.

SES acknowledges and complies. 

Securitas’ Palm City, Florida office is registered with Dell Tech Direct. The portal allows our certified techs 
access to DOSD (Dell On-Line Self Dispatch) and parts/tech support.  

B. Proposer must employ a Microsoft Certified Systems Engineer (MCSE) that is current on all server
and workstation operating systems. This technician must be assigned to the Treasure Coast (FL)
area.

SES acknowledges and complies 

C. Proposer must include a proposed disaster recovery plan for the access server in direct approval and
cooperation from United Technologies Corporation, (UTC).

Please see the attachment – Business Resiliency Plan 

D. Proposer must be a partner with Lenel and have achieved Lenel Certified Expert in all concentration areas
or equivalent.

SES acknowledges and complies 
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E. Proposer must be a current partner for service and equipment for the Intrepid intrusion detection
system.

SES acknowledges and complies 

F. Proposer must have an established partnership for servicing of HySecurity Gate operators and provide
documentation to show history and duration of relationship.

SES acknowledges and complies. SES has had an established partnership with both Florida Door Control and 
HySecurity Gate, Inc. for 10+ years:  

Florida Door Control Vendor ID: FLORI-002 

Hysecurity SES vendor ID: HYSEC-001 

G. Proposer must be designated under the Department of Homeland Security SAFETY Act and must be
Systems and Organization Controls 2 SOC2 Compliant.

SES is SOC2 Compliant – Please see the attachment SOC2 Bridge Letter 

H. Proposer assigned staff and subcontractor staff shall meet all current FBI CJIS Security Policy
requirements.

SES acknowledges and complies 

I. Proposer must have at least three (3), locally assigned (Martin County/Treasure Coast, FL) service
technicians that are currently certified in the following:

1. Motorola Avigilon video management software
2. UTC access control platforms
3. UTC hardware
4. Lenel Certified Associate LCA & Lenel Certified Professional LCP or equivalent
5. Axis Cameras
6. Mobotix cameras
7. Dell Server Administration with Dell Online Self Dispatch (DOSD)
8. Intrepid detection equipment
9. ONSSI Video management systems
10. Burglar Alarm Systems Agent (BASA)
11. Fiber Networking Certification

SES acknowledges and complies 
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J. Proposer must have and provide an established web-based service request platform for multiple
service requestors within the county and provide documentation of functionality.

SES delivers the next generation of security with our groundbreaking online services suite, SecureStat. Our 
innovative online dashboard revolutionizes the way you view your security. Integrating with your existing 
equipment and available on any smart device, anytime, anywhere, SecureStat makes comprehensive security 
management a reality. 

1. SecureStat Monitoring - View alarm
account data and activity, put systems
in/out of test mode and more for a
single site or all of your sites.

2. SecureStat Fire - Instantly view the
number of fire alarms and trouble
conditions that have been recorded
over the last 24 hours for any site in
your network.

3. SecureStat Account Management -
Reference site maps, account detail, audit information and receive relevant news.

4. SecureStat Service - Initiate and track maintenance service requests.

5. SecureStat Service Messenger - Real-time email notices from service request to service completion.

6. SecureStat Installation - Initiate inquiries, track and monitor install project progress.

7. SecureStat Alarm - Remotely arm and disarm, check current status and alerts, bypass and manage
your alarm systems, regardless of location or platform.

8. SecureStat Managed Access - Determine how and when facilities are accessed by modifying or
deleting cardholders, remotely locking/unlocking doors and managing access schedules.

9. SecureStat Video Health Check - Ensure video system performance with continuous monitoring of
video components for network connectivity, recording status, video loss, hard-drive operation and
capacity, component temperature or pull up the video and more.

10. SecureStat Cloud Storage - Your video can easily and seamlessly be saved to and retrieved from
cloud storage exclusively or in combination with local IP storage, with live view capabilities.

ES is also introducing SecureStat 360. See below for details. 

S E C U R E S T A T ®
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K. Proposer must agree to assist in updating and keeping updated, the countywide inventory log for
replacement/new and life cycle cost tracking.

SES acknowledges and complies. 

L. All new equipment and labor must be warranted for a minimum of one year after paid invoice.

SES acknowledges and complies 

M. Proposer must agree that invoicing requirements, especially at Martin County’s end of Fiscal year,
must be met. (All invoices for service and installations prior to September must be submitted to the
county by the second week of September. Any Invoices due to service or other need in the Month of
September must have the invoices submitted to the County no later than October 7th of that year.
Any invoices submitted after that would need Board approval to transfer funds to be paid, of which
representatives of the Proposer would have to request said transfer/payment in front of the Board of
County Commissioners, publicly televised.)

SES acknowledges and complies 

N. All Project work (especially underground conduit) shall have as built diagrams supplied at the end of
project completion in digital electronic format agreed upon with the County. Marking tape must be
installed 6” to 12” above conduit in underground installations. Trace wire shall be used for all fiber optic
in ground installations.

SES acknowledges and complies 

O. Proposer must provide electronic digital electronic drawings of new camera, access control and other
security equipment used for all locations prior to installation using an electronic format agreed upon
with the County.

SES acknowledges and complies 
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P. Service response times shall be:

SES acknowledges and complies 
Normal = 24-48 Hours 
Priority = Same day of request 
Emergency = Within 1 hour technician will acknowledge the and provide ETA 

Additional Information: Technician Experience 
Reuben Thompson 
Reuben is an SES install project manager. He provides guidance on service installations. He has in-depth 
knowledge of Martin County systems and processes gained over several years of experience on the account. 
His relative certifications and training are Milestone VMS, ACU hardware certified, Legacy UTC platform 
FCWinx as well as Diamond II and Lenel Silver certified for On Guard platform, years of experience on Axis and 
Mobotix cameras with access to tech support, can spec and install current servers and has access to tech 
support, Intrepid certified, ONSSI VMS certified, FASA/BASA certified and Advanced Fiber Network certified 
with FIS. 

Jonathan Raynard 
Jonathan is a service tech in Martin County. He has in-depth knowledge of Martin County systems and 
processes gained over several years of experience on the account. His relative certifications and training are 
local training and mentoring for Milestone VMS, years of experience and multiple certifications on Lenel 
hardware/software. Jonathan has years of Axis and Mobotix camera experience, Dell Server certified with 
access to DOSD and Tech Direct, Intrepid certified. Jonathan is currently certified in Lenel, ONSSI VMS, Axis, 
DMP, FASA/BASA certified, experienced in Fiber Networking. 

Kyle Rhodes 
Kyle is a service tech in Martin County. He has knowledge of Martin County systems and processes. His 
relative certifications and training are FASA/BASA certified, video and alarm training including DMP alarm 
used at Martin County. He is scheduled for Lenel, ONSSI certification training early 2022.  

Kevin Hoock 
Kevin is a service tech in Palm Beach / Martin County. He has knowledge and experience with Martin County 
systems and processes. He is a backup resource and support for Martin County when needed. His relative 
certifications and training include ONSSI, DMP and FASA/BASA certified. Kevin has many years of electronic 
security experience 

John Harris 
John is a service tech in Martin County. He has some knowledge of Martin County systems and processes. He 
is a backup resource and support for Martin County when needed. His relative certifications and training are 
DMP intrusion systems, FASA/BASA certified, video and alarm training. He also has experience on IP video 
Networking. John is scheduled for Lenel training early in 2022. 

Tony Plasse 
Tony is an SES Technology integration technician. He provides remote I.T support for Martin County access 
and video systems. He is a backup resource and support for Martin County when needed. Tony is currently 
certified in Lenel, SWH, ONSSI, FASA/BASA and DMP  

Carl Schneider 
Carl is the current service manager for SES S. FL. Region. SES Maintains an office in Stuart FL. within Martin 
County FL. He has years of experience with Martin County processes including year-end invoicing 
requirements. He provides training certification for support of the local techs. 

Normal Priority Emergency 
24-48 hours Same day of request Within 1 hour 
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Section 2 – Governmental References 
Securitas ES has a long track record of successfully planning, designing and implementing complex security, 
infrastructure projects. For more than 155 years, Securitas ES has met the technology integration needs of 
multinational Fortune 500 corporations requiring global networks on a large scale, smaller private companies 
looking for a competitive edge, Federal Agencies, State and Local Governments. 

Securitas ES knows how to partner effectively with customers such as Martin County to design and implement a 
high value physical security solution. Repeat business and referrals from many of the customers listed below are 
a testimony to the high quality and cost-effectiveness of our services. 

Solid Waste Authority 
Contact Name: Beth J Winiinger 
Email Address: bwininger@swa.org 
Phone Number: (561) 640-4000 
Customer Address: 7501 North Jog Road, West Palm Beach, FL  33412 
Years of Business:  

City of Fort Pierce  
Contact Name: DeVoshay Johnson 
Email Address: DJohnson@City-FtPierce.Com 
Phone Number: (772) 467-3135 
Customer Address: North U.S. 1 Fort Pierce 
Years of Business: 12 Years 

Lake Worth Utilities 
Contact Name: Diego Perez 
Email Address: dperez@lakeworth.org  
Phone Number: (561) 662-8926 
Customer Address: 1900 2nd Ave N, Lake Worth, FL 33461 
Years of Business: 12 Years 

Fort Myers 
Contact Name: Abel Natali 
Email Address: anatali@oakfl.com 
Phone Number: 239-561-4141 
Customer Address: 11941 Fairway Lakes Drive, Fort Myers, FL 33913 
Years of Business: 3 Years 

Town of Jupiter Police 
Contact Name: Mike Goad 
Email Address: 0375@jupiter.fl.us  
Phone Number: (772) 532-7321 
Customer Address: 210 Military Trail, Jupiter, FL 33458 
Years of Business: 14 Years 
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Section 3 – Signed Addenda 
None 
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Section 4 – Bid Form 
Please see the following pages for the Bid Form 

Remainder of this page intentionally left blank 



QUANTITY
5
5
3

NAME
LOCATION OF 

RESIDENCE (CITY, 
STATE)

TECHNICIAN TYPE
YEARS OF 

EXPERIENCE
CERTIFICATION(S)

TYPE
NORMAL / 

SCHEDULED*
EMERGENCY / PRIORITY OVERTIME

Service/Install Technician $91.00 $100.00 $137.00
Helper $91.00 $100.00 $137.00
Programming Technician $107.00 $134.00 $161.00
Project Manager $116.00 $134.00 $174.00
Design Engineer Services $104.00 $126.00 $156.00

TYPE
NORMAL / 

SCHEDULED*
EMERGENCY / PRIORITY OVERTIME

Mark-up for oversight and project management for subcontractors that would 
perform work for Martin County contracted by proposer.*

25%

*Note that this percentage mark-up will be held firm for the term of the awarded contract.

RFP2022-3366
SECURITY & ACCESS CONTROL SERVICE, EQUIPMENT & INSTALLATION

Other cameras not listed
Other NVRs
DMP alarm system

25%
25%
25%

Provide cost markup for the following manufacturer/supplier at the lowest possible rate and be able to provide cost verification/auditing for cost 
analysis for equipment and services for the duration of contract.

(This list must not be construed as the only equipment currently utilized by Martin County now or in the future.)

DESCRIPTION OF EQUIPMENT TYPE/CATEGORY/MANUFACTURER/SUPPLIER PERCENTAGE (%) MARK-UP ON SOURCE COST

25%UTC

Provide the following information for the technicians that would be assigned to perform work for Martin County.

List the total number of technicians by type that would be assigned to perform work for Martin 
County.

Zenitel System
Motorola Avigilon System
All other equipment not listed

ONSSI
LENEL
AXIS
LOCKNETICS
LG Monitor (includes 3 year warranty parts & labor)
HID Corporate 1000 access cards

25%
25%
25%

25%
25%
25%
25%
25%
25%

Labor Rates (Cost per Hour)

Other Types/Rates (Cost per Hour)

*Scheduled “After County Hours” would be for known & prearranged scheduled service for covert or
investigations only, to ensure clandestine/covert conditions are met as needed to fulfill the security
operation.  This should not be considered overtime.

TYPE
Service Technicians
Install Technicians
Programming Technicians

Page 1 of 2

See the attached response



RFP2022-3366
SECURITY & ACCESS CONTROL SERVICE, EQUIPMENT & INSTALLATION

Proposals must be received no later than the date and time stated in the Advertisement.  Proposals received after that time & date will not be considered. 

Company Name Name of Authorized Representative (Print)

Street Address Title

City, State, Zip E-mail Address

Telephone Authorized Signature

This form must be returned with Proposal.  Proposals on any other form will not be accepted.

INSTRUCTIONS

Page 2 of 2

Securitas Electronic Security, Inc. Jeffrey Wasden

3800 Tabs Drive Director Local Enterprise Sales

Uniontown, OH 44685 Jeffrey.Wasden@Securitases.com

205-601-4971
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Section 5 – Attachments 
Please see the following pages for the Attachments 

Remainder of this page intentionally left blank 



Bidder’s Qualification Statement 
Page 1 of 3 

BIDDER’S QUALIFICATION STATEMENT 

1. State the true, exact, correct and complete name of the partnership, corporation or trade name
under which you do business.  (If corporation, state the name of the president and secretary.  If a
partnership, state the name of all partners.  If a trade name, state the name of the individuals who
do business under the trade name).

Securitas Electronic Security, Inc.     (Legal Name of Bidder)

a) The business is a Corporation (Insert form of business entity)

b) The address of the principal place of business is 3800 Tabs Drive, Uniontown, OH 44685

c) The names of the corporate officers, or partners, or individuals doing business under a
trade name are as follows:

Tony Byerly, President & CEO 

Kevin Engelhardt, President 

2. Name, title and email address of person that will sign the contract:
Name: Nelson Barreto
Title:  SVP Enterprise Sales
Email Address:  Nelson.Barreto@securitases.com

3. Federal Employer ID #47-4992129

4. DUNS #08-015-6033

5. State the number of years your business organization has been doing business under this name.
Securitas Electronic Security, Inc. was formed in 2015.

6. Our Parent Company, Securitas AB was founded in 1934.

7. Have you ever failed to complete a contract awarded to you?  If so, state where, when and why?
No

8. Does your firm have any officer, owner, employee or agent who is also an officer, employee or
advisory board member of Martin County? Yes  No   If yes, you may not submit a bid (see 
instructions to bidders). 

9. Is your company a certified Disadvantaged Business, Minority Business Enterprise (MBE),
Woman-Owned Business Enterprise (WBE) or Veteran Owned Business?  No If yes, attach
Certificate.

10. Are you a small business as defined by the SBA? Yes  No  If yes, number of employees 



Bidder’s Qualification Statement 
Page 2 of 3 

 and provide certificate.   

11. Has your organization been assessed any penalties for non-compliance violations of the Federal
or State Labor laws and/or regulations within the last five (5) years?
Yes  No
If yes, explain:

12. Does your organization have any outstanding judgments, demands or liens resulting from
violating the State Labor laws, the Business and Professions Regulation statutes, Civil or
Criminal decisions?
Yes  No
If yes, explain:

13. Have there been any suits, liens or surety claims against you or your organization over the past
five (5) years for non-payment of sums due subcontractors or suppliers for work completed?
Yes  No
If yes, explain:

14. Has your organization been cited for violations of OSHA standards and requirements within the
past 5 years?
Yes  No
If yes, explain:

15. Are the Bidder, its principals or affiliates presently debarred, suspended, proposed for
disbarment, declared ineligible or voluntarily excluded from participation in this transaction by
any municipal, County, State, or Federal department or agency? Yes  No
If yes, explain:

16. List five (5) references, public entities, corporations or individuals, for which you have provided
similar goods/services including contact name and telephone number or e-mail address.

Project Name: Solid Waste Authority
Location: West Palm Beach, FL
Description of Work: ES Maintenance Services
Date of Contract: 2015-present
Contract Award Amount: $133,000
Contact Person: Beth J. Wininger, CPA
Telephone Number: (561) 301-5081
E-mail Address: bwininger@swa.org

Project Name: Lake Worth Utilities/City of Lake Worth 
Location: Lake Worth, FL 
Description of Work: ES Maintenance Services 
Date of Contract:  
Contract Award Amount:  
Contact Person: Debbie Jackson  
Telephone Number: 561-586-1799 
E-mail Address: djackson@lakeworth.org





Florida

Martin





SWORN STATEMENT UNDER SECTION 287.133 (3) (a), FLORIDA STATUTES, 

ON PUBLIC ENTITY CRIMES 

THIS FORM MUST BE SIGNED IN THE PRESENCE OF A NOTARY PUBLIC OR OTHER 

OFFICIAL AUTHORIZED TO ADMINISTER OATHS. 

1. This sworn statement is submitted for . 

2. This sworn statement is submitted by _ 

Whose business address is: _ 

and (if applicable) its Federal Employer Identification Number (FEIN) is . 

(If entity has no FEIN, include the Social Security Number of the individual signing this sworn

statement:

3. My name is and my relationship to the entity named 

above is

4. I understand that a “public entity crime” as defined in Section 287.133(1)(g), Florida Statutes,

means a violation of any state or federal law by a person with respect to and directly related to

the transaction of business with any public entity or with an agency or political subdivision of

any other state or of the United States, including, but not limited to, any bid or contract for

goods or services to be provided to any public entity or an agency or political subdivision of any

other state or of the United States and involving antitrust, fraud, theft, bribery, collusion,

racketeering, conspiracy, or material misrepresentation.

5. I understand that “convicted” or “conviction” as defined in Section 287.133 (1) (b), Florida

Statutes, means a finding of guilt or a conviction of a public entity crime, with or without

adjudication of guilt, in any federal or state trial court of record, relating to charges brought by

indictment or information after July 1, 1989, as a result of a jury verdict, non-jury trial, or entry

of a plea of guilty or nolo contendere.

6. I understand that an “affiliate” as defined in Section 287.133(1) (a), Florida Statutes, means: (1)

A predecessor or successor of a person convicted of a public entity crime; or (2) An entity under

the control of any natural person who is active in the management of the entity and who has

been convicted of a public entity crime. The term “affiliate” includes those officers, directors,

executives, partners, shareholders, employees, members, and agents who are active in the

management of an affiliate. The ownership by one person of shares constituting a controlling

interest in another person, or a pooling of equipment or income among persons when not for fair

market value under an arm’s length agreement, shall be a prima facie case that one person

controls another person. A person who knowingly enters into a joint venture with a person who

has been convicted of a public entity crime in Florida during the preceding 36 months shall be

considered an affiliate.

7. I understand that a “person” as defined in Section 287.133(1) (e), Florida Statutes, means any

natural person or entity organized under the laws of any state or of the United States with the

legal power to enter into a binding contract and which bids or applies to bid on contracts for  the

Securitas Electronic Security, Inc.

Jeffrey Wasden

3800 Tabs Drive, Uniontown, OH 44685

47-4992129

Jeffrey Wasden
Director Local Enterprise Sales







SECURITAS ELECTRONIC SECURITY, INC. 
BUSINESS RESILIENCY PROGRAM SUMMARY

Authorized for the Use of Securitas Electronic Security Clients, Partners, and Prospects Only 
Securitas Electronic Security, Inc. – Revised 03/06/2020 

Our Mission 
The Business Resiliency Program works to ensure that 
Securitas Electronic Security, Inc. (SES) can continue to deliver 
products and services at acceptable pre-defined levels following 
a disruption in order to meet client demands and regulatory 
requirements. 

Business Resiliency Objectives 
The SES Business Resiliency Program is designed to enable 
the following outcomes:   

1) Rapidly adapt and respond to business disruptions to
enable continued business operations and delivery of
products and services,

2) Manage the risks and impacts associated with a
disruption to key resources,

3) Preserve the safety and well-being of SES associates,
and

4) Protect SES’s reputation with its stakeholders and
clients.

Program Requirements 
To meet the program’s objectives, staff actively work to: 

• Maintain a program governance structure that aligns
to business strategy, drives preparedness, and
enables continual improvement,

• Perform activities to assess the potential impacts of a
disruption and identify resources required immediately
following an event (Business Impact Analysis and Risk
Assessment),

• Identify and select business resiliency strategies,
• Document strategies into plans to enable a repeatable

response and recovery,
• Facilitate and participate in exercises and tests to

measure response and recovery capability, build
participant competencies and identify improvement
opportunities.

Disaster Recovery 
SES has standards/procedures for developing, maintaining 
and testing IT Disaster Recovery (DR) for all critical systems 
and applications.   

Incident Response 
SES's business representatives from various areas play 
an active role in establishing and maintaining SES's 
incident response structure to ensure that leaders are 
equipped with the tools and strategies to facilitate 
incident response activities. 

Business Continuity 
SES operates multiple, parallel alarm monitoring centers 
where the primary and secondary sites each have the 
capacity to support SES operations. 

Business Impact Analysis (BIA) 
The BIA allows SES to identify activities required to deliver 
in-scope services and analyze the effect a disruptive event 
might have on them. SES uses the BIA to identify recovery 
requirements and resources, establish recovery prioritization 
and timing, and determine minimum acceptable levels of 
service to continue to meet stakeholder expectations 
following a disruption. 

In addition to the BIA, the Risk Assessment is a process that 
allows SES to identify risks, analyze their likelihood and 
impact, and provide a means of evaluating and prioritizing 
risk treatment options. 

Strategy Development and Plan 
Documentation   
Following the BIA and Risk Assessment, SES works to 
identify and select strategies that align to requirements and 
risk appetite. Once program stakeholders approve business 
resilience strategies, SES documents plans to drive a 
repeatable response and recovery effort.   
Strategies and Plans are based on the following four 
scenarios:   

• Loss of Facility
• Loss of People
• Loss of Technology
• Loss of Key Supplier

The strategy identification and selection process includes the 
design and implementation of response structures and 
teams. 

Pandemic Planning 
SES’s plans include a loss or reduction of staff in planning 
strategies. A team has been identified that would make 
decisions based on the specific restrictions provided by 
authorities. This includes developing employee leave policies 
and enforcing quarantine recommendations. 

Exercising/Testing 
Exercising and testing is a process whereby the Company 
validates the effectiveness of response and recovery 
capabilities through exercise and test events. These activities 
serve to build participant competencies and identify continual 
improvement opportunities. 

Program Monitoring 
Business resiliency-related activities are tracked and 
monitored to determine overall program performance. 

Continual Improvement 
Throughout all program activities, including following actual 
disruptions, SES identifies corrective actions and 
improvement opportunities. Action items are documented 
and prioritized for program remediation and enhancement.  



SECURITAS ELECTRONIC SECURITY, INC. 
COVID-19 PANDEMIC RESPONSE 
FREQUENTLY ASKED QUESTIONS (FAQ)

Authorized for the Use of Securitas Electronic Security Clients, Partners, and Prospects Only 
Securitas Electronic Security, Inc. – Revised 03/20/2020 

COVID-19 Pandemic Response FAQ 
As of March 20, 2020 

1. Does your organization have a pandemic response plan to respond to and recover from mass
absenteeism events, such as Coronavirus (COVID-19)?
 Securitas Electronic Security, Inc. (SES) has a Pandemic Response Plan in place and a Pandemic Planning

Committee (PPC). The PPC meets regularly to review pandemic and disaster recovery planning (DR)
strategies. With the COVID-19 being identified as a “pandemic” by the World Health Organization (WHO), we
have transitioned the PPC to our Pandemic Response Task Force (PRTF), which is chartered with navigating
the situation. The PRTF will provide proper notification to our associates and clients on actions our field will
need to take within impacted areas. SES is monitoring multiple government sources as well as the Centers for
Disease Control (CDC), WHO, state and local agencies to help guide our plan.

2. Has your organization taken precautions to mitigate the spread of COVID-19?
 Yes, SES has provided frequent internal communications in accordance with CDC guidelines to all

associates. SES has moved all non-essential associates to a “work from home” remote environment and has
restricted access to all critical business facilities and functional areas, among other initiatives.

3. Does your organization have contingency strategies to ensure support of client service is uninterrupted
during a pandemic event?
 SES’s disaster recovery (DR) plans are designed around business continuity. We monitor the current data

being provided by federal, state and local authorities and health organizations to assure we provide
uninterrupted service safely. This includes loss of facilities, which would include transitioning services to other
specified SES locations. SES has multiple centers where primary and secondary sites have the capacity to
support SES operations.

4. Does your organization have the ability for telecommuters and/or working remotely?
 SES has addressed this in an internal communication to all associates and has activated plans for allowing

associates to work remotely from home or alternative facilities for non-essential personnel. SES has a robust
video & virtual collaboration system to support a remote work environment.

5. Have steps been taken in your organization to address any potential impact associated with third parties
that support your operation from a pandemic perspective?
 SES maintains regular/frequent communications with key suppliers and partners, so we are aware of any

possible impact and/or delays in order to find alternate sources. A supplier/partner survey has been
distributed to confirm no significant disruption to the SES supply chain.

6. What is your organization doing to ensure service technician/employees that visit client locations
understand that they should not be reporting for work if they feel sick or have returned from travel; of
particular concern being that of the countries and regions that have local pandemic outbreaks?
 SES is focusing on prevention methods by encouraging employees to actively take steps to reduce the

transmission of contagious illness in the workplace as recommended by the CDC. Social distancing
measures, including working remotely, have been implemented by SES.

 Associates are asked to refrain from coming to work and to notify their manager immediately if they
experience COVID-19 symptoms such as fever, tiredness, cough and shortness of breath, or if they have
been in contact with someone who has COVID-19. Additionally, associates are asked to notify their manager
and SES HR if they (or an immediate family member) has traveled to a high-risk area or are planning to do
so.
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7. Will your organization advise clients that non-essential projects may be delayed, to allow service
technicians or installers to focus on high priority service calls or projects?
 Currently SES field operations are functioning under response rates. Since the COVID-19 outbreak is a fluid

situation, the SES PRTF is meeting daily to review all federal, state and local declarations regarding the
COVID-19 pandemic. The PRTF then plans strategy and necessary initiatives to provide proper notification to
our clients and actions our field operations teams will need to take for business continuity when there is an
impacted area.

8. If your organization’s alarm monitoring center or service dispatch center were to close, are there
contingency plans for transfer of workloads?
 Yes, SES maintains a network of monitoring centers in Ohio, Hawaii and North Carolina and two service

dispatch centers in Ohio and Minnesota. These locations function together and as disaster backup sites to
mitigate the transfer of workload. The continuity of monitoring operations is a core part of the company’s DR
planning and these facilities are deemed critical business facilities. SES would initiate the company’s DR plan
in the event of a closure, which we do not anticipate at this time.

9. Is your organization allowing alarm monitoring and service dispatch employees to work remotely to avoid
potential disruptions?
 SES would transfer workload of alarm monitoring operations to backup locations to avoid potential disruptions

if associates are restricted from entering a facility. This action would be implemented by the PRTF should the
need arise. In addition, steps have been taken to prepare associates in these centers to work remotely if
needed. The Service Dispatch teams have transitioned to a temporary “work from home” remote environment.
SES continues to monitor the situation daily.

10. What is your organization’s threshold triggers and who/how will communications be sent to clients?
 The SES PRTF is meeting daily to review pandemic response strategy and taking necessary steps to address

the situation. The PRTF will provide proper notification relevant to clients and actions our field operations
teams will need to take when there is an impacted area. Communications to clients would be relayed by the
assigned Account Executive or through SES Corporate Communications. Please ensure you have whitelisted
SES to be able to receive said email updates.

11. In the case of a locally mandated ‘shelter-in-place’ order what is the ability of SES to service clients in the
affected area?
 SES is in the life safety and security services industry; we install, service and monitor security systems. SES

believes that the continued operation of these systems for our clients during a shelter in place order is critical.
SES therefore considers our services to be essential and have provided our employees with letters to provide
to authorities in the event they are stopped in the performance of their duties. This position is supported by
the U.S. Department of Homeland Security Critical Infrastructure guidance under the “Emergency Services
Sector” definition, which includes “private security organizations”. If a particular client site or area is
considered extremely high risk or unsafe to enter, we will need to postpone service until the area or site is
deemed safe for entry.

SES Questions to Clients 

12. What steps have you (SES client) made to ensure that SES employees working in your facility(s) are safe
to enter and provide services?
 _______________________________________________________________________________________

_______________________________________________________________________________________

13. Are you expecting SES employees to enter or access site(s) or area(s) that you will not send your own
employees?
 _______________________________________________________________________________________

_______________________________________________________________________________________



SES maintains regular/frequent communications with our employees through internal corporate 

communications regarding the preparedness and measures to mitigate the spread of COVID-

19. SES is focusing on prevention methods by encouraging employees to actively take steps to

reduce the transmission of contagious illness in the workplace as recommended by the Centers

for Disease Control and Prevention (CDC) and local health authorities.  Associates are asked to

refrain from coming to work and notify their manager immediately if they experience COVID-19

symptoms such as fever, tiredness, cough and shortness of breath, or if they have been in

contact with someone who has COVID-19. Additionally, associates are asked to notify their

manager and SES HR if they (or an immediate family member) has traveled to a high-risk area,

or is planning to do so.

Additionally, SES has taken the following steps to support social distancing and hygiene 

instructions outlined by the CDC and local health authorities: 

• All SES associates have received communications instructing them how to properly
clean and disinfect their workspaces and cell phones.

• All SES associates are practicing social distancing as recommended in order to flatten
the curve.

• All SES associates have received information on preventative steps to stop the spread
of germs and information on observing good basic hygiene and social distancing
practices to protect themselves, their work associates, and their families.

• SES has temporarily suspended the requirement of client signatures on the technician’s
handhelds.

• SES’s technicians have been instructed to wipe down and sanitize the tools that they
use such as cell phones and laptops, as well as areas where work is performed in a safe
manner that provides no harm to the employees or equipment maintained.

• All SES field personnel have received hand sanitizer, disinfecting wipes, gloves and face
coverings.



September 14, 2021 

Subject:  SES SOC2 Bridge Letter 

To Whom it May Concern: 

Securitas Electronic Security (SES) places a high priority in protecting the confidential information of 
our customers.  We take active measures to ensure that all critical Information Technology (IT) 
systems are operated under stringent access and change control practices.  We have designed our IT 
and Information Security policies and practices to meet the highest standards of controls and reliability 
and as such are audited annually by the independent audit firm RSM US LLC (RSM) to the SOC2 Type 2 
requirements in the trust areas of Security, Availability, Processing Integrity and Confidentiality.   

RSM completed their last SOC2 audit of Securitas Electronic Security, Inc.'s Electronic Security 
Monitoring Systems as of May 31, 2021.  SES recognizes the need to maintain an appropriate internal 
control environment and report upon the effectiveness, as well as material changes to its internal 
controls.  

As of September 14, 2021, I am not aware of any material changes in our control environment that 
would adversely affect the Auditor’s Opinion reached in the May 31, 2021 report.  

Finally, in order to conclude upon the design and effectiveness of internal controls for SES, we refer you 

to the Report of Independent Service Auditors along with the full SOC2 Type 2 report for 2021. This 

letter is not intended to be a substitute for the full SOC2 report.  

Thank you, 

Michael Beattie 
CIO and SVP Information Technology 
Securitas Electronic Security, Inc. 
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Reuben Thompson 

 

Date: September 1, 2016 

The certificate is personal and valid 2 years from the date of issue.  
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This certificate confirms that: 

Reuben Thompson 

 

has completed Milestone Technical Configuration Level 1 

And achieved knowledge in installing and configuring the following products: 

 

Milestone XProtect® Corporate 2016 

Milestone XProtect® Expert 2016 

 

Date of completion: September 1, 2016 

 

 

 

________________________ 
   
Greg Willmarth 
Director, Learning & Performance 

 

 

 

This class has a total seat time of 18 hours.  

*This certificate is not proof of a certification  
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May 21, 2014
Course Date

Certification expires 2 years from Course Date

________________________________________
Diane Jecker

Department Manager Technical Writing & Educational Training

Event ID: OV-ONNET-NY-0213-2
BICSI ITS CECs Awarded: 14
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This is to Certify that

Reuben Thompson

Diebold Fire Protection Services - 8082

has successfully completed

M Series Controller eLearning Certification Course

5/21/2012

Course CEU  0.15 

Edwards Learning Center, 8985 Town Center Parkway, Bradenton, FL 34202 
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Reuben Thompson

Diebold Fire Protection Services - 8082

has successfully completed

Autonomous Control Unit Tutorial Course

A training program for Autonomous Control Unit Hardware and is 

hereby awarded factory certification.

5/21/2012

Course CEU  0.30 

Edwards Learning Center, 8985 Town Center Parkway, Bradenton, FL 34202 
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 This certificate confirms successful completion
and examination of:

 

 Recertification for Ocularis
System Administrator

 

 This certificate is valid until 4/15/23.
 

 

  Terri Cloose
  Director Global Enablement & Training Services
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